Certshared now are offering 100% pass ensure FortiADC dumps!
D CEF’EShﬂI‘Ed https://www.certshared.com/exam/FortiADC/ (23 Q&AS)

Guaranteed success with Our exam guides

Fortinet

Exam Questions FortiADC
FortiADC 4.4.0 Specialist

visit - https://www.certshared.com



Certshared now are offering 100% pass ensure FortiADC dumps!
rJ CEI"’tShEI,I"Ed https://www.certshared.com/exam/FortiADC/ (23 Q&AS)

NEW QUESTION 1
For the case of outbound link load balancing, which upstream link is elected by the proximity route dynamic detection feature as the best one for a destination IP
address?

A. The link with the lowest round-trip delay to the destination IP address
B. The link with the lowest number of sessions

C. The link with the lowest traffic utilization

D. The link with the lowest number of packets lost

Answer: A

NEW QUESTION 2
Two FortiADC devices form an HA cluster. What information can be synchronized between both FortiADC devices? (Choose three.)

A. SNMP system information
B. Layer 4 persistence pickup
C. RAID settings

D. Layer 4 session pickup

E. HTTP persistence pickup

Answer: BDE

Explanation:
Reference: https://docs.fortinet.com/uploaded/files/2308/FortiADC_4 2 1 Handbook D Series Revision2.pdf Table 83 shows what cannot be synchronized.

NEW QUESTION 3
Which of the following statements about FortiADC logs are true? (Choose two.)

A. They can be uploaded automatically to an FTP server.

B. They can be stored in the FortiCloud.

C. Only logs whose severity level is equal to or exceeding the configured log severity level are generated.
D. They can record events related to security features.

Answer: CD

NEW QUESTION 4
Which of the following statements best describes the differences between layer 4 load balancing and layer 7 load balancing? (Choose three.)

A. Layer 7 load balancing can make balancing decisions faster than layer 4 load balancing.
B. Layer 4 load balancing supports IPv6; Layer 7 load balancing doesn't.

C. Layer 7 load balancing proxies the TCP session, Layer 4 load balancing doesn't.

D. Layer 7 load balancing can modify the HTTP content; Layer 4 load balancing can't.

E. Layer 7 load balancing inspection is lower than layer 4 load balancing inspection.

Answer: CDE

NEW QUESTION 5
Which FortiADC log severity level corresponds to Log Severity Level 2?

A. Alert

B. Notification
C. Information
D. Critical

Answer: D

NEW QUESTION 6
Which FortiADC features can be used to harden the device and server security? (Choose two.)

A. Antivirus scanning

B. FortiGuard IP reputation
C. Connection limits

D. Web filtering

Answer: BC

NEW QUESTION 7
An administrator wants to implement load balancing persistence by configuring the FortiADC to prefix the server ID to an existing cookie sent by the back-end
servers. Which persistence method can the administrator use?

A. Persistence cookie
B. Insert cookie
C. Hash cookie
D. Embedded cookie
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Answer: D

NEW QUESTION 8
Which configuration elements must be in place for the FortiADC global load balancing feature to discover from local FortiADC server load balancers the virtual
servers that can be included in the GLB virtual server pools? (Choose two.)

A. Servers

B. Hosts

C. Data centers

D. Address groups

Answer: AD

NEW QUESTION 9
Which of the following features are available in all FortiADC models? (Choose three.)

A. Intrusion protection signatures
B. SSL acceleration

C. HTTP cookie persistence

D. Source IP persistence

E. Antivirus scanning

Answer: BCD

NEW QUESTION 10
What actions can a FortiADC take for HTTP traffic that is coming from an IP address that is blacklisted in the FortiGuard IP reputation database? (Choose two,)

A. Redirect the traffic to a different URL
B. Apply a stricter profile to the traffic
C. Forward the traffic to FortiAnalyzer
D. Block the traffic

Answer: AD

NEW QUESTION 10
An administrator is running the following sniffer in a FortiADC: diagnose sniffer packet any "port 80" 2
What information is included in the output of the sniffer? (Choose two.)

A. IP headers
B. Ethernet headers
C. IP payload
D. Port names

Answer: AC

NEW QUESTION 12
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